**Родительское собрание**

**Тема: «Из личного – в публичное. Секстинг и груминг».**

В настоящее время смартфоны для детей и подростков – это ключевой инструмент социальной жизни.

**Онлайн** – жизнь для современных детей служит естественным продолжением жизни в реальности, при этом онлайн-общение для многих становится более важным и значимым.

В Интернете дети часто компенсируют недостаток общения, порой доверяя и доверяясь незнакомым людям.

Распространенное явление на просторах сети – голые селфи, секстинг (обмен сообщениями сексуального характера с помощью любого цифрового устройства).

Целью распространения детского фото-видео контента, зачастую, является желание «подшутить», привлечь внимание и досадить кому-либо.

К сожалению, сами дети, порой, не видят ничего плохого в размещении своих откровенных фотографий. Мальчики желают получить максимальное признание среди друзей, а девочки — среди мальчиков.

Фотографии и видео, отправленные в частном порядке, имеют риск стать доступными и другим людям, даже если используются приложения, которые обещают конфиденциальность и гарантируют, что изображения будут удалены через некоторое время. Как только картинки отправляются, они оставляют так называемый цифровой след, особенно в Интернете. Их невозможно возвратить.

Наказать за секстинг могут как подростка, который отправляет или получает эротические сообщения, так и родителей, позволяющих и допускающих это.

Также нужно отметить и еще одну существующую угрозу – груминг. Это формирование доверительных отношений с ребенком с целью его сексуальной эксплуатации/сексуального насилия. Онлайн – груминг преследует цель - получить интимные фото/видео ребенка для последующего шантажа и вымогательства у него денег или более интимных материалов, встреч.

Родителям абсолютно необходимо в доверительной беседе, на языке, соответствующем возрасту ребенка, рассказать об опасных незнакомцах в интернет – пространстве, о рисках общения с неизвестными людьми.

Что должно насторожить или как понять, что ваш ребенок подвержен грумингу?

 -Ваш ребенок кажется встревоженным, плаксивым, угрюмым. У него случаются сильные перепады настроения;

➢ Он злится или ведет себя слишком возбужденно;

➢ Он отказывается ходить в школу;

➢ Что-то изменилось в его дружеских отношениях, он больше не упоминает каких-то друзей;

➢ Изменилось то, как он ест и спит;

➢ Он скрывает, чем занимается в сети, больше чем обычно. Он не пользуется телефоном или компьютером, когда в комнате есть другие люди;

 ➢ Он проводит больше времени онлайн.

Как защитить ребенка в социальных сетях?

* Приучите его сразу сообщать вам, если его что-то смущает. Активно приучайте его к открытости и проговариванию.
* Используйте настройки безопасности.
* Поговорите с ребенком о безопасности в сети.
* Приучите своих детей задумываться, прежде чем что-то публиковать.
* Пусть они сообщают вам о своем положительном и негативном опыте общения в сети.
* Вдумчиво и корректно контролируйте, чем занимается ваш ребенок в сети.

Ув. родители, если вы замети тревожные признаки о которых я вам рассказала и они подтвердились, то, не оставляйте это безнаказанным и обращайтесь за помощью в органы внутренних дел.